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(Unofficial transalation by the Financial and Capital Market Commission)

Regulations  No. 2         

of 9 January 2018, done in Riga    







               (minutes. No. 1 2 p.)
With the amendments made by the Regulations Nr. 87 of 29 May 2018 (in force as of 02.06.2018.) 
Regulations for Enhanced Customer Due Diligence
Issued in accordance with Paragraph 2 of Article 7, paragraph 2 of Article 211 and  Paragraph 4 of Article 22  of the Law on the Prevention of Laundering the Proceeds from Criminal Activity (Money Laundering) and of Terrorist Financing
I. General Issues
1. Regulations for Enhanced Customer Due Diligence" (hereinafter, the Regulations) shall be binding to private pension funds, investment brokerage firms, investment management companies, registered payment institutions and electronic money institutions which do not require a license for operations (hereinafter jointly referred to as financial institutions). 
2. The Regulations establish the following:

2.1. the cases when a financial institution shall perform enhanced customer due diligence;

2.2. the procedure for and the minimum extent of the enhanced customer due diligence at inception of or during business relationship;

2.3. categories of risk of laundering the proceeds from criminal activity (money laundering) and of terrorist financing and the relevant risk characteristics;

2.4. special measures of enhanced customer due diligence;

2.5. the procedure whereby enhanced monitoring is applied to customer transactions.

3. The extent of information obtained as a result of enhanced customer due diligence depends on the risk of money laundering and terrorist financing. For various customers the extent of information obtained as a result of enhanced due diligence may be different.

4. A financial institution shall decide on terminating business relationship with a customer where within 45 days of determining preconditions for enhanced customer due diligence it cannot ensure that the requirements for the minimum extent of enhanced customer due diligence are met in essence.

II. Procedure for Enhanced Customer Due Diligence

5. To assess the risk associated with a customer a financial institution shall use the risk categories and the relevant risk characteristics as set out in the Regulations.

6. A financial institution shall be entitled to establish the weighted rate of risk categories and the customer scoring system and use other standard decision–making algorythms that shall be properly documented provided that they do not contradict the requirements of the Regulations.

7. Enhanced customer due diligence shall be comprised of the following: 

7.1. initial due diligence that is undertaken at inception of business relationship with a customer or when accepting a customer;

7.2. due diligence that is performed during business relationship.

8. When establishing business relationship with a customer, a financial institution shall determine the initial risk associated with the customer by assessing the following risk categories:

8.1. country risk;

8.2. risk associated with the legal form of the customer;

8.3. risk associated with the economic or personal activity of the customer;

8.4. risk associated with the products or services used by the customer.

9. When detecting that a customer complies with any high risk characteristics as set out in the Regulations, a financial institution shall perform the customer's initial due diligence.

10. Irrespective of the initial risk assessment or the volume of the transactions made a financial institution shall perform enhanced customer due diligence where:

10.1. there is suspicion that the customer has made transactions related to money laundering or terrorist financing;

10.2. information or a request for information about a customer or his/her transactions in respect of money laundering, terrorist financing or criminal offences has been received from correspondent credit institutions;

10.3. a request for information about a customer or his/her transactions in respect of the suspicion about a committed money laundering, terrorist financing or other criminal offence has been received from the Financial Intelligence Unit, pre–trial investigation institutions, the Office of the Prosecutor or the court;

10.4. requests for information about a customer or his/her transactions in respect of money laundering, terrorist financing or other criminal offence have been received from a pre–trial investigation institution, the Office of the Prosecutor or the court within a criminal process.

11. A financial institution shall ensure functioning of the internal control system to detect in reasonable time the cases when enhanced customer due diligence shall be performed.

III. Categories of the Risk of Money Laundering and Terrorist Financing and Relevant Risk Characteristics

12. Customer residence (registration) country risk is the risk for a financial institution to get involved in money laundering or terrorist financing as a result of cooperating with a customer from a country that may be used for money laundering or terrorist financing due to its economic, social, legal or political conditions.

13. A country or a territory shall be considered as having a high customer residence (registration) country risk where:

13.1. it has been included in the list of low tax or tax free countries and territories as approved by the Cabinet of Ministers;

13.2. the United Nations Organisation or the European Union has established financial or civil legal restrictions in respect of it;

13.3. it has been included in the list of non–cooperating countries of the Financial Action Task Force or that body has published a statement to the effect that the respective country or territory does not have regulatory provisions for combating money laundering or terrorist financing or such provisions fail to comply with international requirements due to material deficiencies. The Financial and Capital Market Commission shall notify financial institutions of such countries and territories.

14. Customer risk is the risk of money laundering and terrorist financing that is associated with the customer's legal form, ownership structure or commercial activities. 

15. The following customers shall be considered as having a high risk of money laundering and terrorist financing: 

15.1 legal persons that issue or are entitled to issue bearer shares (equities);

15.2. legal persons whose ownership or membership structure hampers the detection of the beneficial owner;

15.3. societies, foundations and legal arrangements equivalent to foundations that are not established for profit–gaining purposes except in the cases when they have been granted the status of public good in the Republic of Latvia;

15.4. external accountants, legal advisors or legal arrangement and company service providers that open accounts on their behalf with financial institutions to perform financial operations on customers' behalf;

15.5. customers whose commercial or private activities are not related to the Republic of Latvia except in the cases when a customer enters into a business relationship with a branch or a representative office or a parent or a subsidiary undertaking in a foreign country of a financial institution registered in the Republic of Latvia and the customer's commercial or private activities are related to the country where that branch or representative office or the parent or the subsidiary undertaking is located. The said condition shall not refer to the cases when a customer obtains units of an investment fund registered in the Republic of Latvia.

16. The following types of a customer's commercial activities shall be considered as having a high risk of money laundering or terrorist financing: 

16.1. arrangement of gambling;

16.2. provision of cash collection services;

16.3. intermediation in transactions with real estate;

16.4. trading in precious metals and precious stones;

16.5. trading in arms and ammunition;


16.6. provision of reinsurance services except in the cases when the service provider has an appropriate licence and its activity is supervised or it has been granted an assessment in investment category by international rating agencies;

16.7. provision of money services (e. g., teller desks for payments, foreign exchange offices, money transmission agents or other service providers offering money transmission possibilities);

16.8. investment services and ancillary investment services, except in cases when service provider is licenced accordingly in a Member State or in a third country provided that the requirements in respect of the prevention of money laundering and of terrorist financing as enforced in these countries are equivalent to those of the legal acts in the European Union and service provider is being supervised.

17. Product (service) risk is the risk that the service or the product provided by a financial institution may be used for money laundering or terrorist financing.

18. The following products (services) of a financial institution shall be considered as having a high risk of money laundering and terrorist financing:

18.1 private banking services whereby tailor–made services are provided to wealthy customers, natural persons, by ensuring overall asset management, including advice on financial planning, investment, tax and heritage issues, special lending terms, special procedure whereby these customers and their transactions are serviced and higher confidentiality of customer data;


18.2. loans secured with a collateral of financial instruments or a guarantee issued by a credit institution of a third country, excluding repo transactions;

18.3. trust services where the amount transferred for trust exceeds an equivalent of 300 000 euro; 

18.4. issuing and servicing payment cards provided that a single customer, natural person, orders more than 10 payment cards or a single customer, legal person, orders at least 20 payment cards or a less quantity where the number of payment cards is not related to the economic activity of the customer;

18.5. products (services) of payment institution and electronic money institution fulfilling at least one of the following criteria:

18.5.1. favoring anonymity or providing international use (e.g., online payments, prepaid cards, payment orders, mobile payments etc);

18.5.2. high or unlimited transaction limit;

18.5.3. possible cash conversion to other easily transferable monetary instruments.

19. A transaction of a customer shall be considered as having a high risk of money laundering and terrorist financing fulfilling at least one of the following criteria:

19.1. the payment made or received notably exceeds the threshold set by a financial institution as a result of the due diligence of the customer's economic/personal activity;

19.2. the monthly credit turnover exceeds an equivalent of 300 000 euro or notably exceeds another lower threshold set by a financial institution as a result of the due diligence of the customer's economic/personal activity;

19.3. the three–month credit turnover exceeds an equivalent of 700 000 euro or notably exceeds another lower threshold set by a financial institution as a result of the due diligence of the customer's economic/personal activity;

19.4. the yearly credit turnover exceeds an equivalent of 3 000 000 euro or notably exceeds another lower threshold set by a financial institution as a result of the due diligence of the customer's economic/personal activity;

19.5. the first credit transaction on the customer's account is made six months after the date of establishing business relationship with the customer and the monthly credit turnover has reached an equivalent of 70 000 euro;

19.6. the first outgoing payment from the customer's account is made 12 months after the opening of the account; 

19.7. a cash transaction of a customer, natural person, exceeds an equivalent of 15 000 euro or the aggregate cash transactions in a month exceed an equivalent of 70 000 euro, or a cash transaction of a customer, legal person, exceeds the threshold that has been set by a financial institution for such aggregate of cash transactions as a result of the due diligence of the customer's economic activity;

19.8. a customer is a society or a foundation and within business relationship money is transmitted to a foreign country and the transaction volume exceeds an equivalent of 10 000 euro.

20. Where a customer complies with the characteristics set out in Paragraphs 13, 15, 16 or 18 hereof, a financial institution shall establish thresholds for cash transactions that are appropriate to the customer's economic or personal activities, document them and the motivation for their establishment.

21. When establishing whether a customer has exceeded the thresholds set for his/her transactions, the following may be disregarded:

21.1. transfers by a customer to his/her other accounts with the same financial institution;

21.2. mutual settlements between the financial institution and the customer.

IV. Minimum Extent of Enhanced Customer Due Diligence at Inception of Business Relationship with a Customer

22. Where a financial institution detects that a customer complies with any characteristics referred to in Paragraphs 13, 15, 16 and 18 hereof, it shall:

22.1. obtain additional information about the type of the customer's economic or personal activities, origin of funds, existing or planned cooperation with the financial institution, information about the main counterparties of the customer, the nature of business relationship, the planned transaction volumes and the location where the economic activity is carried out or the customer resides (the customer's actual address);

22.2. establish the customer's beneficial owner where the customer is a legal person or it is known or suspected that the customer has established business relationship with the financial institution in the interests or on instruction of another person;

22.3. use publicly available information to determine whether the customer, his/her authorised person and the beneficial owner have not been previously convicted and are not suspected for fraudulent activities, money laundering or an attempt thereof. When uncovering such information, an approval of the board or of a board member authorised by the board shall be received to establish business relationship with such customer;

22.4. establish the reasons if a person wishes to establish business relationship with the financial institution that is located in a country that is not related with that person’s personal or commercial activity;

22.5. ensure that the customer has a licence, a special permission or it has been registered with the respective competent authority, if it is necessary for the customer to carry out the declared activity;

22.6. request that the customer whose legal form complies with the characteristics set out in Paragraph 15.1 hereof certifies that the financial institution will receive information in case the beneficial owners of the customer will change.

V. Minimum Requirements for Enhanced Customer Due Diligence Performed During Business Relationship

23. Where a customer complies with any of the characteristics set out in Paragraphs 13, 15, 16 and 18 hereof and his/her transactions comply with the characteristics set out in Paragraph 19 hereof, a financial institution shall:

23.1. verify whether the transactions made on the customer’s account comply with the economic activity declared by the customer;

23.2. obtain additional information to ensure that the beneficial owner as indicated by the customer or established by the financial institution is in fact the customer’s beneficial owner;

23.3. establish the origin of the financial resources on the customer’s account;

23.4. analyse the customer’s economic or personal activity.

24. When verifying whether the transactions made on the customer’s account comply with the economic activity declared by the customer, the financial institution shall verify the following:

24.1. that the transactions made by the customer are economically motivated and do not exceed notably the declared volume;

24.2. that the customer’s payments comply with the economic or personal activity declared by the customer;

24.3. that the customer’s transactions with the declared and other counterparties do not contradict the customer’s economic activity;

24.4. that it has underlying documents of transactions with the customer’s main counterparties.

25. Where a financial institution establishes that it does not have sufficient information to verify the facts according to Paragraphs 24.1–24.4 hereof, it shall request the customer’s explanation or the necessary information and documents.

26. To verify that the beneficial owner as indicated by the customer or established by the financial institution is in fact the customer’s beneficial owner, the financial institution shall carry out one or more of the following:

26.1. obtain additional information about the property status of the beneficial owner;

26.2. establish the economic or personal activity of the beneficial owner or previous professional experience, education and other information where it is necessary to carry out the respective economic activity and financial transactions;

26.3. establish whether the economic or personal activity of the beneficial owner and/or of other legal persons whose beneficial owner it is complies with or is related with the economic activity carried out by the customer of the financial institution;



26.4. obtain other information evidencing that the person indicated as the beneficial owner exercises control over the customer and benefits from his/her activities.

27. When analysing the customer’s economic or personal activity and establishing the origin of the customer’s financial resources, the financial institution shall:

27.1. update information about the origin of the funds credited to the customer’s account and information characterising the customer’s economic or personal activity;

27.2. obtain documents that support the declared economic or personal activity or the origin of the funds in the account, including the customer’s explanation and documents about the transactions or the facts due to which enhanced customer due diligence has been performed;

27.3. verify compliance of the transactions made with the available information about the customer’s financial standing (financial statements) and economic activity. Where the financial institution does not have the customer’s financial statements, it shall analyse the customer’s largest transactions and verify that they comply with the type and extent of the customer’s economic or personal activity and are characteristic of the respective economic activity as existing on the market;


27.4. establish other customers of the financial institution who have the same beneficial owners. The financial institution shall make records about a group of customers with the same beneficial owner indicating the role of each participant in the group;

27.5. assess the necessity to meet the customer at the place where he/she carries out the economic activity to verify that the previously submitted information about the beneficial owner and the economic activity complies with the real situation.

VI. Special Measures of Enhanced Customer Due Diligence

28. Where a financial institution repeatedly detects that the customer’s transactions comply with the characteristics set out in Paragraph 19 hereof, it shall verify whether the transactions disclosed in the customer’s account comply with the declared ones and where the financial institution doubts whether the information at its disposal is fair, it shall repeatedly verify that the previously submitted information about the beneficial owner and the economic or personal activity comply with the real situation.

29. Where a financial institution uncovers, on a regular basis, that the customer’s transactions comply with any characteristics set out in Paragraph 19 hereof, it shall verify that these transactions do not give rise to suspicion of money laundering or terrorist financing and ensure that it has the latest information about the customer’s economic activity.

30. Where a financial institution establishes that the customer’s transactions comply with the characteristics set out in Paragraph 19.5 hereof, it shall assess information about the reasons for the delayed activity by the customer and, if necessary, update information about the further economic activity and transaction volumes.

31. Where a financial institution establishes that the customer’s transactions comply with the characteristics set out in Paragraph 19.7 hereof, it shall verify that the usage and the volume of cash transactions comply with the type of the customer’s economic or personal activity and turnover.

32. Where a financial institution establishes that the customer’s transactions comply with the characteristics set out in Paragraph 19.8 hereof, it shall:

32.1. verify that the transaction made complies with the goals and activity direction of the society or the foundation;

32.2. obtain additional information about the goal for making a particular transaction;

32.3. obtain information about the funding sources and larger financing bodies of the society or the foundation.

32.1 In order to establish that the prohibition determined in Section 21.1 of the Law on the Prevention of Laundering the Proceeds from Criminal Activity (Money Laundering) and of Terrorist Financing should be applied, considering the indications set forth in Section 1, Paragraph 15.1, sub-clause (a), and acquire documentary information, proving the existence of commercial activity or economic value, a financial institution shall acquire, inter alia, the information and documents referred to in one or several sub-clauses of this Paragraph to the extent it is sufficient in order to ascertain that the legal person is not a shell arrangement according to the above mentioned indication. On the basis of risk assessment of legal persons that could correspond with indications on the shell arrangements in accordance with risk assessment, a financial institution shall acquire and evaluate, inter alia, the following information and documents:
32.1 1. sufficiently explaining the business activity model of the legal person;
32.1 2. annual financial report, audited by an external auditor, being independent from the legal person, from which the sufficient understanding may be obtained regarding transactions performed by a legal person, and to establish whether the profit corresponds with commercial activity and turnover of the legal person; 
32.1 3. confirming the actual movement of products and services within the framework of commercial activity implemented by the legal person. If the activity of a legal person, considering the purpose of foundation thereof, is not related to the movement of products and services, information and documents should be obtained, confirming and describing the compliance of the activity of the legal person with the purpose of foundation thereof (for example, only holding of an asset in accordance with the business activity model);
32.1 4. about key cooperation partners of the legal person, confirming the actual commercial activity of cooperation partners;
32.1 5. confirming that the legal person performs tax payments (tax declaration), if the regulatory enactments determine the obligation to pay taxes in the particular situation;
32.1 6. confirming that the legal person has attracted other persons on the basis of contract (such as employees, outsourcing providers), who actually organise and perform the duties that refer to the commercial activity of the legal person, making sure of the compliance of duties with the commercial activity and turnover of the legal person.
32.2 A financial institution shall determine the scope, nature and assessment principles of information and documents to be obtained in accordance with Clause 32.1 of this Regulation, depending on the area of activity of the legal person, duration of activity (for example, a start-up) and legal status (for example, a union), as well as shall take into account other risk factors, related to the legal person’s risk (such as legal form, structure of owners), state and geographical risk, the risk of used services and products and the risk of delivery channels of services and products.
32.3 A financial institution shall maintain updated information about shell arrangements in the financial institution, specifying the following information:
32.3 1. name of the legal person that has been recognised as a shell arrangement;
32.32. Indication or indications referred to in Section 1, Paragraph 15.1 of the Law on the Prevention of Money Laundering and Terrorism Financing, the shell arrangement is corresponding with;
32.3 3. the date as of which the legal person has been recognised as a shell arrangement;
32.3 4. the date, when cooperation with the legal person that has been recognised as a shell arrangement has been commenced;
32.3 5. country of residence of the legal person that has been recognised as a shell arrangement;
32.3 6. name and surname of the beneficial owner of the legal person that has been recognised as a shell arrangement;
32.3 7. country of residence of the beneficial owner of the legal person that has been recognised as a shell arrangement.
32.4 On the basis of a risk assessment, a financial institution shall acquire information about the key cooperation partners of legal persons, who have increased risk, - shell arrangements, corresponding with the indications referred to in Section 1, Paragraph 15.1, sub-clause (a) and (b) of the Law on the Prevention of Money Laundering and Terrorism Financing. If a financial institution has such cooperation partners, it shall perform an additional study of the legal person having increased risk, in order to eliminate the risk as much as possible that the legal person, having increased risk, operates in the interests of such shell arrangements, the servicing of which is prohibited in accordance with Section 21.1, Paragraph one of the Law on the Prevention of Money Laundering and Terrorism Financing.
VII. Requirements for Maintaining Electronic Data Base for Information about Non–Resident Customers

33. To improve transparency of information about customers, legal persons, registered in low tax or tax free countries or territories, a credit institution shall establish and maintain an electronic data base in which it shall include the following records about its customers that are registered in low tax or tax free countries or territories:

33.1. the name;

33.2. the legal address;

33.3. the address where the customer carries out his/her economic activity;

33.4. the description of the type of the customer’s economic activity;

33.5. the registration date of the customer;

33.6. the date of starting business relationship with the customer;

33.7. the name and the surname of the beneficial owner or the name of the controlling legal person.

34. A credit institution shall update, on a regular and timely basis, information about the non–resident customers contained in the electronic data base.

VIII. Procedure for Enhanced Monitoring of Customer’s Transactions

35. Where enhanced customer due diligence is applied to a customer, a financial institution shall apply enhanced monitoring to his/her transactions.

36. A financial institution shall apply enhanced monitoring to a customer’s transactions until it obtains the information necessary for performing enhanced customer due diligence or takes the decision to terminate business relationship with the customer.

37. Where a financial institution applies enhanced monitoring to a customer’s transactions, it shall be entitled to establish the following restrictions to the execution of the customer’s transactions and make the relevant records:

37.1. establish that the transaction is executed only with the approval of an employee or a senior official of the financial institution;

37.2. establish quantitative limits for the customer’s transactions;

37.3. allow only particular transaction or payment types (e. g., payment of taxes etc.);

37.4. allow only transactions to particular countries or with particular counterparties;

37.5. establish other types of supervision measures or restrictions.

38. Where a financial institution considers it necessary, it shall be entitled to keep the restrictions set out in Paragraph 37 hereof also after it has obtained the information necessary for performing enhanced customer due diligence.

IX. Closing Issues

39. As a result of the entry into force of the present Regulations, the Financial and Capital Market Commission’s Regulations No. 125 of 27 August 2008 “Regulations for Enhanced Customer Due Diligence" shall become invalid.
40. Financial institutions, when performing activities in order to identify the indication set forth in Section 1, Paragraph 15.1, sub-clause (a) of the Law on the Prevention of Money Laundering and Terrorism Financing and apply the prohibition set forth in Section 21.1, shall ensure the improvement of policies and procedures in accordance with Clause 32.1, 32.2, 32.3 and 32.4 of the Regulation within a time period of one month from the day of amendments, supplementing the Regulation with the above mentioned paragraphs coming into force, but improvement of information technology systems - within a time period of three months from the day of coming into force thereof."
P. Putniņš
Chairman
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